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EXPLANATORY NOTE

Introduction

As previously announced in the Current Report on Form 8-K filed with the U.S. Securities and Exchange Commission (the “SEC”) on October 25, 2024, the Board of Directors (the “Board”) of Evolv Technologies
Holdings, Inc. (“we,” “us,” “our,” the “Company” and “Evolv”) determined on October 24, 2024 that the Company’s previously issued consolidated financial statements and other financial data for the fiscal years ended
December 31, 2022 and December 31, 2023 contained in its Annual Report on Form 10-K for the year-ended December 31, 2023, and its condensed consolidated financial statements for the quarters and year-to-date
periods ended June 30, 2022, September 30, 2022, March 31, 2023, June 30, 2023, September 30, 2023, March 31, 2024 and June 30, 2024 contained in its Quarterly Reports on Form 10-Q (collectively, the “Non-
Reliance Periods”), should no longer be relied upon because of misstatements related to accounting for certain sales transactions. As a result of these misstatements, the Company is restating certain financial information
for the Non-Reliance Periods. All restated financial information is included in this Annual Report on Form 10-K for the year ended December 31, 2024 (the “Form 10-K”), and we have not filed, and do not intend to file,
amendments to any of our filings that we have previously filed with the SEC.

Restatement Background



In September 2024, an ad hoc committee of independent directors (the “Committee”) of the Board, under the direction of the Board, commenced an investigation (the “Investigation”) of the Company’s sales practices,
including whether certain sales of products and subscriptions to channel partners and end users were subject to extra-contractual terms and conditions that impacted revenue recognition and other metrics, and if so, when
senior Company personnel became aware of these issues.

As a result of the Investigation, the Committee determined that certain sales, including sales to one of its largest channel partners, were subject to extra-contractual terms and conditions, some of which were not shared
with the Company’s accounting personnel, and that certain Company personnel engaged in misconduct in connection with those transactions. Furthermore, these extra-contractual terms and conditions were withheld from
the Company’s Audit Committee of the Board (the “Audit Committee”) and the Company’s independent registered public accounting firm, PricewaterhouseCoopers LLP (“PwC”). The Committee also determined that
certain accounting personnel were aware of indications of these extra-contractual terms and conditions during affected periods, and that related allegations were raised internally in July 2024 and known to senior finance
and accounting personnel, but that those allegations were not escalated to the Audit Committee or communicated to PwC prior to the filing of the Company’s second quarter 2024 financial statements. As a result of the
Investigation, the Board determined that new leadership was critical to moving the Company forward. In November 2024, the Company’s Chief Financial Officer resigned. Additionally, four other employees, including
personnel from its sales, finance and accounting departments were terminated or resigned as a result of the investigation.

Accordingly, the Committee determined that the accounting for certain sales transactions was materially inaccurate and that, among other things, revenue was prematurely or incorrectly recognized in connection with
financial statements prepared for the Non-Reliance Periods. The Committee has determined that these misstatements are material for certain financial statements prepared for these periods and that the recognition of
revenue in the proper periods impacted each of those financial statements. The Committee determined that the vast majority of this revenue was prematurely rather than incorrectly recognized. Other previously reported
metrics that are a function of revenue were also misstated as a result of these revenue misstatements.

Following the Investigation, the Company completed a comprehensive review of its previously issued financial statements (the “Financial Statement Review”). As further detailed below, the Company also identified
errors in the consolidated financial statements for the Non-Reliance Periods. Additionally, the Company is also adjusting for certain out-of-period errors that had been previously identified and determined to be
immaterial.

Items Included in this Filing

This Form 10-K includes the following information, in addition to the financial statements and related disclosures for the year ended December 31, 2024:

• restated audited consolidated financial statements and related disclosures as of and for the years ended December 31, 2023 and 2022; and

• restated unaudited interim financial information and related disclosures as of and for the quarterly periods and year-to-date periods ended June 30, 2022, September 30, 2022, March 31, 2023, June 30, 2023,
September 30, 2023, March 31, 2024 and June 30, 2024.

Refer to Note 2 “Restatement of Previously Issued Consolidated Financial Statements” and Note 23 “Restatement of Quarterly Financial Information (Unaudited)” in the notes to the consolidated financial statements in
this Form 10-K for additional information, including a summary of the impacts of these adjustments.

Internal Control-related Considerations

Management evaluated the Company’s internal control over financial reporting and determined that material weaknesses in the control environment, including the lack of a sufficient complement of personnel, risk
assessment, and information and communication components of internal control, as well as the material weakness related to revenue control activities resulted in the restatement of the consolidated financial statements for
the annual periods ended December 31, 2022 and 2023, and the quarterly periods included in such fiscal years beginning with the second quarter of 2022, and for the quarterly periods as of and for the periods ended
March 31, 2024 and June 30, 2024; as well as adjustments to the consolidated annual financial statements for the period ended December 31, 2024, and the quarterly period ended September 30, 2024 that were recorded
prior to the issuance of those financial statements. These material weaknesses are in addition to previously disclosed material weaknesses, which resulted in adjustments and certain

immaterial misstatements in the consolidated financial statements for the years ended December 31, 2019, 2020, 2021, 2022, 2023, and 2024, as well as certain quarterly periods within those years; the revision of the
Company's previously issued 2020 annual financial statements, 2021 quarterly and annual financial statements, and quarterly financial statements for the three months ended March 31, 2022; as well as the restatement of
the Company’s financial statements as of and for the three and six months ended June 30, 2023. Management is taking steps to remediate the material weaknesses in our internal control over financial reporting. See "Part
I, Item 4, Controls and Procedures" for more information.
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Forward-Looking Statements

This Annual Report on Form 10-K contains forward-looking statements within the meaning of the Private Securities Litigation Reform Act of 1995. We intend such
forward-looking statements to be covered by the safe harbor provisions for forward-looking statements contained in Section 27A of the Securities Act of 1933, as amended (the
“Securities Act”), and Section 21E of the Securities Exchange Act of 1934, as amended (the “Exchange Act”). All statements contained in this Annual Report on Form 10-K,
other than statements of historical fact, including, without limitation, statements regarding our results of operations and financial position, business strategy, plans and
prospects, our relationship with significant manufacturers and suppliers, our ability to obtain new customers and retain existing customers, and sell existing and prospective
products, research and development costs, our ability to recruit, retain and train staff, the potential benefits of any change in our sales and fulfillment model, timing and
likelihood of success, macroeconomic, market and technology trends, the government regulations that we are subject to, potential exposure to litigation, and plans and
objectives of management for future operations and results, are forward-looking statements. The words “may,” “will,” “should,” “expects,” “plans,” “anticipates,” “could,”
“intends,” “targets,” “projects,” “contemplates,” “believes,” “estimates,” “forecasts,” “predicts,” “potential” or “continue” or the negative of these terms or other similar
expressions are intended to identify forward-looking statements though not all forward-looking statement use these word or expressions.

The forward-looking statements in this Annual Report on Form 10-K are only predictions. We have based these forward-looking statements largely on our current
expectations and projections about future events and financial trends that we believe may affect our business, financial condition and results of operations. Forward-looking
statements involve known and unknown risks, uncertainties and other important factors that may cause our actual results, performance or achievements to be materially
different from any future results, performance or achievements expressed or implied by the forward-looking statements, including, without limitation the important factors
discussed in Part I, Item 1A, “Risk Factors” in this Annual Report on Form 10-K, as any such factors may be updated from time to time in its other filings with the SEC. The
forward-looking statements in this Annual Report on Form 10-K are based upon information available to us as of the date of this Annual Report on Form 10-K, and while we
believe such information forms a reasonable basis for such statements, it may be limited or incomplete, and our statements should not be read to indicate that we have
conducted an exhaustive inquiry into, or review of, all potentially available relevant information. These statements are inherently uncertain and investors are cautioned not to
unduly rely upon these statements.

You should read this Annual Report on Form 10-K and the documents that we reference in this Annual Report on Form 10-K and have filed as exhibits to this Annual
Report on Form 10-K with the understanding that our actual future results, levels of activity, performance and achievements may be materially different from what we expect.
We qualify all of our forward-looking statements by these cautionary statements. These forward-looking statements speak only as of the date of this Annual Report on Form 10-
K. Except as required by applicable law, we do not plan to publicly update or revise any forward-looking statements contained in this Annual Report on Form 10-K, whether as
a result of any new information, future events or otherwise.

Industry and Market Data

The information concerning our industry contained in this Annual Report on Form 10-K is based on data from various industry analyses, our internal research and
data, and adjustments and assumptions we believe to be reasonable. We have not independently verified data from industry analyses and cannot guarantee their accuracy or
completeness. In addition, we believe that data regarding the industry and market size provide general guidance but are inherently imprecise. Further, the Company’s estimates
and assumptions involve risks and uncertainties and are subject to change based on various factors, including those discussed in Item 1A, “Risk Factors” of this Annual Report
on Form 10-K. These and other factors could cause results to differ materially from those expressed in the estimates and assumptions.
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PART I

ITEM 1. BUSINESS

Company Overview

Evolv is a leading security technology company pioneering Artificial Intelligence (“AI”)-powered screening designed to help create safer experiences, with key market
categories that include education, healthcare, sports, live entertainment, and industrial workplaces. Our mission is to make the world a safer and more enjoyable place to live,
work, learn, and play. Our goal is to help facility operators address the chronic epidemic of escalating gun violence, mass shootings and terrorist attacks while maintaining a
positive visitor experience.

Our solutions combine proprietary software and hardware, delivered as a long-term Security-as-a-Service ("SaaS") subscription model and are designed to enhance
security and improve the visitor experience. Evolv provides a cloud-connected, AI-driven approach to security that goes beyond just hardware, supporting the end-to-end
screening experience. Our focus is weapons detection, and we offer two core solutions: Evolv Express® and Evolv eXpedite™ – designed to efficiently screen high volumes of
people and bags for concealed threats.

Our flagship product, Evolv Express, uses advanced sensors, AI-powered software, and cloud services to not only consistently detect firearms, improvised explosives,
and certain types of knives and distinguish them from many harmless items such as cell phones and keys, but also visualize the location of the potential threat helping to enable
security personnel to conduct targeted, minimally intrusive secondary screenings. Evolv eXpedite, our high-speed, autonomous X-ray bag scanning solution, works with Evolv
Express to provide a layered approach to security for concealed weapons detection in high clutter environments. Using eXpedite with Express aims to allow the checkpoint to
operate at heightened sensitivity while potentially reducing the burden on security staff and optimizing the visitor experience.

Our innovative technology is designed to enhance security and provide an efficient, positive visitor and customer security experience. In addition to screening
capabilities, our solution includes Evolv Insights® - a powerful software analytics dashboard that allows customers to comprehensively review, analyze, and gather insights
from the Evolv Express screening systems at their various venue or facility locations. Available data includes visitor arrival patterns, throughput volumes, system detection
performance, alarm statistics, weapons detected and detection settings. Our customers can leverage this data to inform their security operations, while providing end-users with
an approachable security experience. Our products, which are offered to our customers primarily under a multi-year subscription model, provide predictable revenue streams for
us in addition to value for our customers.

We are focused on delivering value in the spaces in and around the physical threshold of venues and facilities. We believe that digitally transforming the visitor
experience at the entry point to venues and facilities will be a critically important innovation in physical security. We believe that our solutions will not only help make venues
and facilities safer and more enjoyable, but also more efficient, and more informed about their visitors’ needs.

Our products have screened over two billion visitors worldwide since our products launched in 2019. Based on a comparison of self-reported TSA data and Evolv's
internal data, we believe that on average, we screen more visitors per day through our AI-based solutions than the United States Transportation Security Administration
(“TSA”). Our customers include many iconic venues across a wide variety of industries, including major sports stadiums and arenas, notable performing arts and entertainment
venues, major tourist destinations and cultural attractions, hospitals, large industrial workplaces, schools, and prominent houses of worship. We offer our products for lease or
purchase and primarily under a multi-year security-as-a-service subscription pricing model that delivers ongoing value to customers, generates predictable revenue, and creates
expansion and upsell opportunities.

Our Industry

Security screening is commonly associated with airports, courthouses, and prisons. These facilities represent a small fraction of the total number of gathering spaces
where mass shootings, terrorist attacks, and other forms of armed violence might occur, but they have historically had a disproportionate impact on the design and
implementation of security screening technology. These specialized facilities are typically required by law to meet specific screening regulations using products built to meet
technical standards designed for these environments. Many of these standards and regulations were designed in the pre-digital era of the last century.
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Regulated facilities like airports and prisons usually have a local monopoly on the services they provide and therefore have historically been incentivized to emphasize
technical regulatory compliance over the visitor experience. Security technology providers have historically focused on serving this regulated market and, as a result, have
similarly developed solutions to meet such regulatory requirements without regard to the visitor experience. However, many unregulated facilities want security screening that
is designed with visitor experience in mind, and helps enhance their security posture while providing a positive experience for their valued customers and employees.

Security screening at many venues and facilities has historically been designed around metal detectors that typically require visitors to enter in single-file lines after
submitting their bags and pocket contents to manual inspection. This process is usually supported by multiple security guards who may perform manual bag inspections, hand
wand scans, and hands-on body ‘pat downs’ to resolve alarms. The historical emphasis on technical detection performance using outdated standards tested in isolation has
drawn attention away from performance of the screening process as a holistic system. Venues are looking for modern solutions to modern problems, and factors like efficiency,
minimizing false alarms, and visitor experience are a part of the conversation when considering security screening solution.

Our Market Opportunity

We believe that the current macro trends in firearms ownership and mass shootings suggest that the need for effective security screening processes has never been
greater and will continue to grow for the foreseeable future. According to the Gun Violence Archive, in 2024 there were over 500 mass shootings in the United States.

Due to these macro trends, we believe that venues and facilities that may have previously chosen not to implement security screening because of the inherent
shortcomings of old screening methods like walk-through metal directors or due to concerns about cost, effectiveness, and/or visitor experience impact may feel increasingly
compelled to explore modern security screening options for the first time. Further, we believe that venues and facilities that already conduct security screening may feel
increasingly compelled to consider alternatives.

We believe our market opportunity has both a security screening opportunity as well as an adjacent market expansion opportunity as follows:

Security Screening Opportunity

We estimate that our primary market opportunity is for weapon screening at venues and facilities in the following segments:

• educational institutions including schools,

• hospitals & health care facilities,

• professional sports venues,

• industrial warehouses,

• distribution facilities,

• large workplaces,

• arts & entertainment venues,

• government offices,

• hospitality facilities, and

• houses of worship.

Using a variety of published industry reports and government data, we estimate that the above facilities together comprise nearly 400,000 sites and approximately
700,000 individual thresholds where our security screening products
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could potentially be deployed. We estimate that this market represents over $20 billion in potential weapon screening system sales annually.

Our Growth Strategy

The key elements of our growth strategy within our target market include the following:

• Develop Initial Customer Successes in Specific Target Metropolitan Areas

Decision-makers at our prospective customers are often professionally connected to decision-makers at other prospective customers in different vertical
industries within a specific target metropolitan area. We have established a successful pattern of targeting and winning new customers in specific vertical
industries and then leveraging that success to solicit referrals at other venues and facilities across that metropolitan area in other vertical industries. We have
developed a playbook for executing this pattern through orchestration of our direct sales resources and reseller partners in a manner that we believe will continue
to scale as we develop the available markets.

• Expand and Activate Our Reseller Strategy

We have a global distribution network consisting of dozens of value-added resellers. We intend to continue to develop our reseller network by adding further
geographic and vertical market coverage and sales capacity based upon demand. We plan to continue to cultivate field level collaboration between our direct
sales team and our resellers to develop the ability of the resellers to find, develop, and close customers independently.

• Concentrate Sales and Marketing Effort in Specific Target Accounts in Specific Vertical Industries

Through our experience to date, we have developed a proprietary list of target vertical industries, developed a list of target accounts within those industries, and
identified target decision-makers in our target accounts. We believe that our target account list represents the best immediate growth opportunities for our
business. Over time we plan to adjust our target account list to reflect current market conditions and the capabilities of our products. We plan to continue to
execute brand awareness strategies, content marketing, lead generation, and sales development activities to our target account list to create qualified sales
opportunities.

• Promote Awareness by Gathering and Leveraging Our Customer Community

Our business model presents significant opportunities to bring incremental value to existing customers over time. We intend to realize this value by seeking
referrals from existing customers and partners to other prospective qualified customers, selling additional capacity to existing customers, and selling new add-on
products and services to existing customers. We are continuing to develop and expand our customer success function within the global revenue organization to
focus on helping customers successfully deploy our products and cultivate referrals, expansion, and upsell opportunities. We are also investing in programs to
help our customers connect with each other to share best practices on a regional and vertical industry basis. Our buyers are naturally collaborative on security
best practices due to their vested interest in collective deterrence and the likelihood that any security event will have a negative collective impact at the
metropolitan, regional, or industry level.

• Extend Our Value Proposition with Additional Products and Digital Capabilities

Our customers turn to our solutions first and foremost for increased security at the thresholds of the entrances of their venues. In addition to increased security
posture, we believe our solutions also provide for a positive visitor experience and unprecedented insights into visitor and security data through our Evolv
Insights solution. Our customers often look to us to provide additional applications and services that extend the security perimeter beyond the threshold of their
venues. To that end, we believe there is an opportunity to introduce new applications and services that solve adjacent security challenges being faced by our

6



Table of Contents

customers. As we adapt to customer demands, we may introduce new applications and services to the market via our own internal product development,
partnering with third parties, or through acquisitions.

Competition

We have experienced, and expect to continue to experience, competition from a number of companies, including other vendors of security screening systems. A variety
of security screening technologies compete with our proprietary technologies, including, but not limited to legacy walk-through metal detectors, handheld metal detector wands,
and passive or active weapon screening systems based on magnetic field sensing, millimeter wave or terahertz imaging technology.

We believe that we are well-positioned to compete in our industry based on the following core competencies and competitive strengths:

• Strong Detection Effectiveness Based on Artificial Intelligence Software

Our solutions use digital processing and AI to help differentiate between many real weapon threats and many harmless items such as cell phones and keys. Our
technology also takes an end-to-end approach to security, with the capability to locate threats and visualize the location of that threat, with our “Red Box”
technology, enabling a directed secondary search that is minimally intrusive. Our solutions use real-world data to classify threats based on classification models,
which allows us to improve performance over time through new and updated algorithms, which customers can get through software updates. Our core AI also
makes it possible to integrate new kinds of sensors and data sources and integrate our solutions with other platforms and applications. We aim to design our
products to detect more actual weapon threats with fewer nuisance alarms.

• Large and Growing Data Set

Evolv maintains a proprietary data set that is essential in training our software to accurately classify a broad range of threats and non-threats under a wide variety
of real-world conditions. We continue to grow this data set which we expect will help our detection capabilities through new and updated algorithms. In turn, we
expect our customers to benefit from these improvements through regular software updates under our subscription business model. In a world where data is an
increasingly decisive competitive advantage, we believe we are well positioned to deliver value to our customers in ways that competitors without such robust
data sets may be unable to match.

• Differentiated and Proprietary Technology Platform

We have invested significant resources in developing proprietary and patented technologies across AI software, cloud services, and advanced sensors to
accelerate the widespread adoption of modern security screening. These technologies serve as the foundation of our products. We have also designed our
platform with application programming interfaces (“APIs”) that allow integration and interoperability with complementary third-party security solutions such as
brandished gun detection, biometric authentication, video management software, threat intelligence, messaging, and mass-notification systems.

• High Screening Throughput

Our unique detection methodology is designed to result in low nuisance alarms and to allow visitors to walk through in unstructured flows, without needing to
empty their pockets and without surrendering their bags for manual inspection, except as needed for secondary searches when a potential threat has been
identified. The result is a visitor experience designed to be more like walking through a department store shoplifting prevention system than an intrusive airport
security checkpoint.

• Digital Access and Analytic Insights

Our solutions are cloud connected. The MyEvolv portal and mobile app enables customers to remotely access their system to perform software updates, change
sensitivity settings, and check system status. Evolv Insights provides our customers self-serve access, insights regarding visitor flow and arrival curves, location
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specific performance, system detection performance and alarm statistics, and comparisons across multiple business dimensions. The data we collect and the
Evolv Insights platform allow us to provide customers with insights that would not be available when utilizing traditional security screening methods.

• Key Strategic Partners

We have strategic agreements with many globally recognized partners. We believe that these partners will provide us with significant leverage and reach that will
allow us to rapidly scale our business and guide customers to success.

• Distribution Capabilities

We have developed a distribution network consisting of dozens of value-added resellers. Our resellers, who have extensive experience in physical security
technologies and processes, provide marketing, sales, systems integration, and local support services for customers across an array of vertical markets and
regions. They also bring an existing base of customers into which we can drive awareness of and ultimately sell our security screening products. Whenever
possible we seek to form relationships with the leading resellers in each region we do business in order to secure access to the most valuable existing customer
relationships and the best talent pool available in each region.

• Visionary and Experienced Management Team and Advisors

Our management team and board of directors blend a range of skills and backgrounds from technology, cybersecurity, materials science, AI, military, and law
enforcement. Our advisors are renowned industry leaders with experience at the United States Secret Service, the Federal Bureau of Investigation (“FBI”), the
U.S. military, the TSA, the United States Department of Homeland Security (the "DHS"), the United States intelligence community, and United States Congress.
Our engineering and digital products teams are led by accomplished and visionary technologists and scientists who have many years of experience in relevant
fields. Our commercialization efforts are managed by individuals with prior successes in building and scaling both direct and indirect, reseller-driven global sales
organizations.

• Self-Reinforcing Adoption Cycle

We believe that as we acquire more customers and deploy more of our products, we will be able to gather more digital data that in turn will help inform
improvements to the performance of our systems and provide deeper analytic insights to our customers. As we continue to improve the performance and analytic
insight of our systems, we believe more prospective customers will be attracted to our products and more engaged prospects will choose to purchase our
products. We anticipate that this cycle will continue to operate in the future, creating ongoing competitive advantages for us and our reseller partners.

Our Products

Since our founding in 2013, we have developed an extensive portfolio of proprietary technologies that form the foundation of our integrated security screening
products, which are comprised of AI software, cloud services, and advanced sensors. These are designed to be integrated layers for detection. But detection is just the
foundation. We support security team throughout the entire screening process to provide situational awareness and tools to support response. Our products are designed to
capture valuable visitor data customers can leverage to inform their security operations, while providing end-users with an approachable and non-intrusive security experience.

Evolv Express

Our flagship product, Evolv Express, is designed to quickly detect firearms, improvised explosive devices, and large tactical knives in unstructured people flows.
Evolv Express became commercially available in October 2019. The number of Evolv Express solutions deployed across our customer base grew from approximately 4,500 at
December 31, 2023 to approximately 6,100 at December 31, 2024. We believe that the number of solutions deployed is closely correlated to our revenues.
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Evolv Insights Analytics Application

The Evolv Express system collects valuable visitor data and data on system use and performance. This data allows us to generate analytics that appear in our Evolv
Insights application. Evolv Insights provides self-serve access, insights regarding visitor flow and arrival curves, location specific performance, system detection performance
and alarm statistics, and comparisons across multiple business dimensions. Using Evolv Insights, organizations use the powerful dashboards and metrics provided to inform
their security decisions, operationalize the way their security and venue operations teams make staffing and traffic flow decisions to avoid overcrowding, rebalance security and
operational resources, and improve the overall experience for their guests.

Evolv eXpedite

We launched a second major product line in September 2024 called Evolv eXpedite, which is an autonomous AI-based weapons detection system for bags being
brought to venues by visitors in high clutter environments. Evolv eXpedite was designed from the ground up with AI computer vision in mind. There is no screen on the Evolv
eXpedite product for an operator to manually review X-ray images. The product operates at high speed, enabling rapid, automated bag screening. Evolv eXpedite can be used
as a stand-alone system or alongside Evolv Express systems.

Sales Models

We sell our solutions under several sales models. We offer a “pure subscription” model, where the customer leases hardware from us and we provide a multi-year
security-as-a-service subscription. For end-user customers that prefer to purchase our hardware outright, they can do that directly from us ("purchase subscription" model) or
through the “distributor licensing” model we offer through Columbia Electrical Contractors, Inc. (“Columbia Tech”). Columbia Tech, a wholly-owned subsidiary of Coghlin
Companies, currently serves as our primary contract manufacturer. Under this arrangement, we have granted a license of our intellectual property to Columbia Tech, which
contracts directly with certain of our resellers to fulfill sales demand where the end-user customer prefers to purchase the hardware equipment through the distributor licensing
model. Columbia Tech pays us a hardware license fee for each system it manufactures and sells under this agreement. In these instances, we still contract directly with the
reseller to provide a multi-year security-as-a-service subscription to the end-users. We regularly assess our sales and fulfillment models to ensure they align with customer
preferences, operational scalability, and our long-term business objectives. We expect our revenue, gross profit, gross margin, and overall profitability in any given fiscal period
to be influenced by customer demand for our various sales and fulfillment models, as well as any future strategic management decisions affecting our sales and fulfillment
models that may result from such assessments.

Our Customers

Our customers include many iconic venues across a wide variety of industries including education, healthcare, professional sports, notable performing arts and
entertainment venues, major tourist destinations and cultural attractions, large industrial workplaces, and houses of worship.

The majority of our customer agreements include non-cancelable multi-year commitments, typically for an initial term of four years. One customer and two customers,
all of which were resellers of our products, accounted for more than 10% of our total revenue for the year ended December 31, 2024 and the year ended December 31, 2023,
respectively.

Research and Development

We believe that the security screening market is poised for rapid technological advancements across software, cloud services, and sensors. We invest significant
resources into ongoing research and development programs because we believe our ability to maintain and extend our market position depends, in part, on breakthrough
technologies that offer a unique value proposition for our customers and differentiation versus our competitors. Our research and development team, which is responsible for
both the development of new products and improvements to our existing product portfolio, consists of talented and dedicated engineers, technicians, scientists, and
professionals with experience from a wide variety of the world’s leading physical security, cybersecurity, and software technology organizations. Our primary areas of focus in
research and development include, but are not limited to:

• Enhanced system usability, operator ergonomics, form factor options, and mobility to drive further efficiencies and opportunities in a variety of operating
environments;
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• Continued improvement of the detection algorithm performance, including assessing the ability to detect new threats;

• Additional system sensors and fusion with a variety of other data inputs to expand venue insights, analytics applications, and operational performance;

• New applications that digitally transform operations in and adjacent to the arrival experience at venues and facilities; and

• Integrations into venue security infrastructure and operating systems.

Sales and Marketing

We sell our security screening products through both our own direct sales force and through a global distribution network consisting of dozens of reseller partners. Our
partners sell our products to venue and facility operator customers, for whom they may also perform installation, systems integration, and local support and maintenance
services in limited circumstances, with additional services provided by our internal support teams. Many partners offer third-party physical security products including cameras,
access control systems, and video monitoring systems in their respective territories and regions, which provides an opportunity to cross-sell our security screening products to a
broad, existing customer base that has purchased these other products.

Our marketing strategies are focused on supporting sales growth by (1) driving awareness; (2) developing comprehensive sales and marketing content, tools, and
campaigns for each stage of the sales process; (3) scaling those campaigns via our global distribution network, and (4) building our sales pipeline through demand generation
efforts. We drive awareness for the Company, our security screening products, and our customers’ successes through public relations and communications efforts that span
mainstream, business, social media and trade press across the security sector generally and in key verticals such as education, healthcare, professional sports as well as tourist
sites, performing arts and entertainment, theme parks, industrial workplaces, and municipal governments. Our internal marketing team develops content in multiple formats and
delivery methods to facilitate marketing campaigns and sales enablement. As a general matter, marketing content goes through a thorough review process before being released
to the market.

Manufacturing and Suppliers

Our physical products are manufactured by our primary third-party contract manufacturer, Columbia Tech, based in the United States with international quality
certifications, such as ISO 9001:2015. We also utilize other third-party manufacturers to produce certain components. We design our products and processes and internally
manufacture the initial engineering prototypes. Our internal manufacturing and supply chain teams work collaboratively with both our internal engineering department and
Columbia Tech to scale up the prototypes for commercialization through a phase gate product launch process. There have been significant efforts made over the last several
years with Columbia Tech to scale up our production. Columbia Tech also provides a variety of services including sourcing off-the-shelf components, manufacturing custom
components/assemblies, final product assembly and integration, end of line testing and quality assurance per our specifications, material and finished goods inventory, and
direct global shipping to our customers.

We initially manage the supply chain for key components and materials, and then, in some cases, set up supply agreements in conjunction with Columbia Tech to
enable stable supply and redundancy where applicable. Component purchasing is managed by Columbia Tech's sourcing team under a vendor list approved by us to leverage
the buying power of their global scale. All of our products are built to our specifications, work instructions, and testing protocols. Inventory levels are managed with our
manufacturing partners to ensure an adequate supply is on hand to meet business forecasts.

Intellectual Property

Our ability to drive innovation in the security screening market depends in part upon our ability to protect our core technology and intellectual property. We attempt to
protect our intellectual property rights, both in the United States and abroad, through a combination of patent, trademark, copyright, and trade secret laws, as well as
nondisclosure and invention assignment agreements with our consultants and employees and through non-disclosure agreements with our vendors and business partners.
However, our contractual provisions may not always be effective at preventing unauthorized parties from obtaining our intellectual property and proprietary technology.
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Unpatented research, development, know-how, and engineering skills make an important contribution to our business, but we pursue patent protection when we
believe it is possible and consistent with our overall strategy for safeguarding intellectual property. We intend to pursue additional intellectual property protection to the extent
we believe it would advance our business objectives and maintain our competitive position. Notwithstanding these efforts, there can be no assurance that we will adequately
protect our intellectual property or that it will provide any competitive advantage. Intellectual property laws, procedures, and restrictions provide only limited protection and
any of our intellectual property or proprietary rights may be challenged, invalidated, circumvented, infringed, misappropriated, or otherwise violated. Further, the laws of
certain countries may not protect intellectual property or proprietary rights to the same extent as the laws of the U.S., and, therefore, in certain jurisdictions, we may be unable
to protect our intellectual property and proprietary technology.

As of March 26, 2025, we own or co-own nine issued United States patents, 27 issued foreign patents, and have 21 pending or allowed patent applications. Patents
generally have a term of twenty years from filing. As our patent portfolio has been built over time, the remaining terms on the individual patents vary. In addition, we have five
registered United States trademarks, seven pending United States trademark applications, 45 registered foreign trademarks, and 14 pending foreign trademark applications. Our
patents and patent applications are directed to, among other things, security screening, threat detection and discrimination, imaging systems, and related technologies. In
addition to patents owned or co-owned by us, we have in-licensed 95 patents, including but not limited to metamaterials, RF imaging, compressive sensing, and signal
processing, for security related applications.

While most of the intellectual property we use is developed and owned by us, we also use a combination of proprietary, open-source and third-party licensed software
in connection with our products and services. These licenses are sufficient for the operation of our business, and typically limit our use of the third- parties’ intellectual property
to specific uses and for specific time periods.

See Part I, Item 1A, “Risk Factors – Risks Related to Our Intellectual Property” for additional information about risks related to our intellectual property.

Human Capital

Our employees are critical to our success. As of December 31, 2024, we employed 287 people, substantially all of whom are full-time employees.

On January 21, 2025, we implemented a Board-approved reduction in force affecting 40 employees. This action was part of our initiative to increase our annualized
run rate cash savings as we seek further flexibility to pursue our investment strategy with certain growth opportunities. Refer to Note 24 “Subsequent Events” in the notes to the
consolidated financial statements in this Form 10-K for additional information.

We also engage numerous consultants and contractors to supplement our permanent workforce. Most of our employees are engaged in research and development and
selling functions. We consider our relationship with our employees to be in good standing. None of our employees are subject to a collective bargaining agreement or
represented by a labor union.

Commitment to Maintaining a Skilled Workforce. We value the diversity of perspectives, experiences, and skills of our employees and are committed to providing an
engaging and inclusive atmosphere for all employees that promotes productivity and encourages creativity and innovation. We strive to maintain a highly skilled workforce
where employees are hired, retained, compensated, and promoted based on their performance and contribution to the Company.

Employee Development and Retention. The attraction, development, and retention of our employees is a key focus for our Company. We offer training programs to
enhance the knowledge, skills, and advancement opportunities for our employees. We focus on maintaining a solid pipeline of talent throughout our organization and we are
continually developing the capabilities and skills needed for the future of our business.

Work Environment. We believe that maintaining a work environment that recognizes effort and teamwork, values mutual respect and open communication, and
demonstrates care and concern for our employees is essential to an engaged and productive workforce. In furtherance of this objective, we provide a regular Code of Business
Conduct training for our employees to identify and prevent misconduct and report situations that violate our policies and/or negatively impact our
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work environment. We investigate and take prompt action to correct conduct that is inconsistent with our Code of Business Conduct and other policies.

Competitive Pay and Benefits. We strive to provide pay and comprehensive benefits that help meet the varying needs of our employees. Our total rewards package
includes market-competitive pay, equity compensation, unlimited time off, tuition reimbursement, 401(k) match, and other comprehensive and competitive benefits.

Government Regulations

We are subject to various laws, regulations, and permitting requirements of federal, state, and local authorities, related to health and safety, anti-corruption, and export
controls. We believe that we are in material compliance with all such laws, regulations, and permitting requirements.

Anti-Corruption Export and Trade Matters

We are subject to anti-corruption laws and regulations imposed by governments around the world with jurisdiction over our operations, including the U.S. Foreign
Corrupt Practices Act (the "FCPA") and the U.K. Bribery Act 2010 (the "Bribery Act"), as well as the laws of the countries where we do business. We are also subject to various
trade restrictions, including trade and economic sanctions and export controls, imposed by governments around the world with jurisdiction over our operations. For example, in
accordance with trade sanctions administered by the U.S. Treasury Department, Office of Foreign Assets Control (“OFAC”) and the U.S. Department of State, we are
prohibited from engaging in transactions involving certain persons and certain designated countries or territories, including Cuba, Iran, Syria, North Korea, the Crimea Region
of Ukraine, the so-called Donetsk People’s Republic, and the so-called Luhansk People’s Republic, unless authorized by OFAC or otherwise exempt from the regulations. In
recent years, the United States government has a renewed focus on export control matters. For example, the Export Control Reform Act of 2018 and regulatory guidance
thereunder have imposed additional controls and may result in the imposition of further additional controls, on the export of certain “emerging and foundational technologies.”
Our current and future products may be subject to these heightened regulations, which could increase our compliance costs.

See Part I, Item 1A, “Risk Factors — Failure to comply with applicable anti-corruption legislation, export controls, economic sanctions and other governmental laws
and regulations could result in fines and criminal penalties and materially adversely affect our business, financial condition, and results of operations” for additional
information about the environmental, health and safety laws, and regulations that apply to our business.

Additional Information

Our Internet address is https://evolv.com. At our Investor Relations website https://ir.evolvtechnology.com, we make available free of charge a variety of information
for investors, including our annual report on Form 10-K, quarterly reports on Form 10-Q, current reports on Form 8-K and any amendments to those reports, as soon as
reasonably practicable after we electronically file that material with or furnish it to the SEC. Our SEC filings are available to the public over the Internet at the SEC's website at
http://www.sec.gov. The information found on our website is not part of this or any other report we file with, or furnish to, the SEC. We use our Investor Relations website as a
means of disclosing material information. Accordingly, investors should monitor our Investor Relations website, in addition to following our press releases, SEC filings, and
public conference calls and webcasts.
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ITEM 1A. RISK FACTORS

Our business involves significant risks and uncertainties, some of which are described below. You should carefully consider the risks and uncertainties described
below as well as in Management's Discussion and Analysis of Financial Condition and Results of Operations, Legal Proceedings, and Controls and Procedures and of this
Annual Report on Form 10-K. The realization of any of these risks and uncertainties could have a material adverse effect on our reputation, business, financial condition,
results of operations, growth, and future prospects as well as our ability to accomplish our strategic objectives. In that event, the market price of our common stock could
decline and you could lose part or all of your investment.

Summary Risk Factors

The principal risks and uncertainties affecting our business include, among other, things the following:

• We identified certain misstatements to our previously issued financial statements and have restated the financial statements described below, which has exposed us
to a number of additional risks and uncertainties.

• We have identified material weaknesses in our internal control over financial reporting.

• Our failure to prepare and timely file our periodic reports with the SEC limits our access to the public markets to raise debt or equity capital.

• We have not been profitable historically and may not achieve or maintain profitability in the future.

• Our operating results may fluctuate for a variety of reasons.

• If we fail to maintain successful relationships with our reseller partners, or if our partners fail to perform, our ability to market, sell and distribute our products will
be limited.

• Increases in component costs, long lead times, and supply shortages and changes could disrupt our supply chain.

• Delays in production, increases in prices charged or the loss of a limited or sole source supplier could have an adverse effect on our business, financial condition
and operating results.

• We recognize a substantial portion of our revenue ratably over the term of our agreements with customers and, as a result, downturns or upturns in sales may not
be immediately reflected in our operating results.

• If we are unable to compete effectively with new entrants and other potential competitors, our sales and profitability could be adversely affected.

• A portion of our revenue is generated by sales to government entities, which are subject to challenges and risks.

• If we are not able to maintain and enhance our brand or reputation as an industry leader, our business and operating results may be adversely affected.

• We may acquire or invest in other companies or technologies in the future, which brings with it risks.

• If our products fail or are perceived to fail to detect threats, or if our products contain undetected errors or defects, these failures or errors could result in injury or
loss of life.

• If our customers are unable to implement our products successfully, or if we fail to effectively assist our customers in installing our products and provide effective
ongoing support and training, customer perceptions of our products may be impaired, or our reputation and brand may suffer.

• The loss of designation of our Evolv Express system as a Qualified Anti-Terrorism Technology under the Homeland Security SAFETY Act could result in adverse
reputational and financial consequences.

• The AI-based weapons detection for security screening market is new and evolving and may not grow as expected or may develop more slowly or differently than
we expect.
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• We use AI and machine learning in our development process and in our AI-based weapon detection products.

• We may be unable to acquire new customers or sell additional products to our customers and maintain retention rates.

• We may not successfully anticipate market needs and enhance our existing products or develop new products that meet those needs on a timely basis.

• We incorporate technology and components from third parties into our products, and our inability to obtain or maintain rights to the technology could harm our
business.

• Our use of “open source” software could subject our proprietary software to certain disclosure obligations, negatively affect our ability to offer our products and
subject us to possible litigation.

• Our products collect and store personal data about individuals.

• If we do not effectively expand, train, and retain qualified sales and marketing personnel, we may be unable to acquire new customers or sell additional products
to successfully pursue our growth strategy.

• We are dependent on the continued services and performance of our senior management and other key employees, as well as on our ability to successfully hire,
train, manage, and retain qualified personnel.

• Our intellectual property rights are valuable and any inability to protect our proprietary technology and intellectual property rights could substantially harm our
business and operating results.

• Assertions by third parties of infringement or other violations by us of their intellectual property rights, whether or not correct, could result in significant costs and
harm to our business and operating results.

• Confidentiality arrangements may not prevent disclosure of trade secrets and other proprietary information.

• We are subject to government regulation and other legal obligations, particularly related to privacy, data protection, information security, and product marketing
and our actual or perceived failure to comply with such obligations could harm our business.

• Our operating results may be harmed if we are required to collect sales and use or other related taxes for our products in jurisdictions where it has not historically
done so.

• Failure to comply with applicable anti-corruption legislation, export controls, economic sanctions and other governmental laws and regulations could result in
fines and criminal penalties.

• We are and may in the future be subject to legal proceedings, claims and investigations.

• We may be subject to litigation and regulatory examinations, investigations, proceedings or orders as a result of or relating to the Investigation and our failure to
timely file our periodic reports with the SEC.

• There are risks related to our ability to utilize net operating loss carryforwards as well as research and development tax credit carryforwards to offset future
taxable income.

• We may require additional capital to support business growth, which might not be available.

• The market price of our common stock and warrants has been highly and may continue to be highly volatile.

• Certain of our warrants, earn-out shares, and founders shares are accounted for as liabilities and the changes in value of such securities could have a material effect
on our financial results.

• We do not intend to pay any cash dividends for the foreseeable future.

• Future sales, or the perception of future sales, of common stock by our existing security holders in the public market may cause the market price of our securities
to decline.

• Increasing attention to, and evolving expectations for, sustainability initiatives could increase our costs, harm our reputation, or otherwise adversely impact our
business.
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• Our reported financial results may be adversely affected by changes in accounting principles.

• Securities or industry analysts do not publish research or reports about us, or publish negative reports.

• Our business operations are vulnerable to disruption due to natural or other disasters, including climate-related events, strikes and other events beyond our control.

Risks Related to Our Restatement and Internal Controls

We identified certain misstatements to our previously issued financial statements and have restated the financial statements described below, which has exposed us to a
number of additional risks and uncertainties.

As discussed in the Explanatory Note, in Note 2, Restatement of Previously Issued Consolidated Financial Statements, and in Note 23, Restatement of Quarterly
Financial Information (Unaudited), we restated our previously issued consolidated financial statements and other financial data for the fiscal years ended December 31, 2022
and December 31, 2023 contained in our Annual Report on Form 10-K, and our condensed consolidated financial statements for the quarters and year-to-date periods ended
June 30, 2022, September 30, 2022, March 31, 2023, June 30, 2023, September 30, 2023, March 31, 2024 and June 30, 2024 contained in our Quarterly Reports on Form 10-Q.
In our Quarterly Report on Form 10-Q for the quarterly period ended September 30, 2024, we also restated our unaudited financial statements for the quarterly and year-to-date
periods ended September 30, 2023. We concluded that the Non-Reliance Periods should be restated because the accounting for certain sales transactions was materially
inaccurate and that, among other things, revenue was prematurely or incorrectly recognized in connection with financial statements prepared for the Non-Reliance Periods.
Other previously reported metrics that are a function of revenue were also misstated as a result of these revenue misstatements.

As a result of the misstatements and the restatement, we have become subject to a number of additional risks and uncertainties and unanticipated costs for accounting,
legal and other fees and expenses, including as a result of a pending class-action lawsuit, derivative actions, and a stockholder request for inspection of our books and records.
For more detailed discussion, see Part I, Item 3, "Legal Proceedings" and Note 20 (Commitments and Contingencies) to our consolidated financial statements for the year ended
December  31, 2024. We may become subject to enforcement proceedings brought by the SEC or other regulatory or governmental authorities, or subject to other legal
proceedings, as a result of the events leading to our internal investigation, the misstatements or the related restatement, and actions and proceedings could also be brought
against our current and former employees, officers, or directors. These actions, lawsuits or other legal proceedings related to the misstatements or the restatement could result in
reputational harm, additional defense and other costs, regardless of the outcome of the lawsuit or proceeding. If we do not prevail in any such lawsuit or proceeding, we could
be subject to substantial damages or settlement costs, criminal and civil penalties and other remedial measures, including, but not limited to, injunctive relief, disgorgement,
civil and criminal fines and penalties. In addition, we continue to be at risk for loss of investor confidence, loss of key employees, changes in management or our board of
directors and other reputational issues, all of which could have a material adverse effect on our business, financial position and results of operations.

We have identified material weaknesses in our internal control over financial reporting, which have led to restatements and caused us to fail to meet our periodic reporting
obligations, and this could occur again the future.

As disclosed in Part II, Item 9A – Controls and Procedures, of this Annual Report on Form 10-K, management determined that material weaknesses in the control
environment, including the lack of a sufficient complement of personnel, risk assessment and information and communication components of internal control, as well as the
material weakness related to revenue control activities, resulted in the restatement of the consolidated financial statements for the annual periods ended December 31, 2022 and
2023, and the quarterly periods included in such fiscal years beginning with the second quarter of 2022, and for the quarterly periods as of and for the periods ended March 31,
2024 and June 30, 2024; as well as adjustments to the consolidated annual financial statements for the year-ended December 31, 2024, and the quarterly period ended
September 30, 2024, that were recorded prior to the issuance of those financial statements. These material weaknesses are in addition to previously disclosed material
weaknesses, which had resulted in adjustments and certain immaterial misstatements in the consolidated financial statements for the years ended December 31, 2019, 2020,
2021, 2022, 2023, and 2024 as well as certain quarterly periods within those years; the revision of the Company's previously issued 2020 annual financial statements, 2021
quarterly and annual financial statements, and quarterly financial statements for the three months ended March 31, 2022; as well as the restatement of the Company’s financial
statements as of and for the three and six months ended June 30, 2023.
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The material weaknesses will not be considered remediated until management completes the design and implementation of such measures and the controls operate for
a sufficient period of time, and we have concluded, through testing, that these controls are operating effectively. At this time, we cannot predict the success of our remediation
efforts or the outcome of our assessment of such efforts. We can give no assurance that our efforts will remediate these material weaknesses in our internal control over
financial reporting, or that additional material weaknesses will not be identified in the future. The effectiveness of our internal control over financial reporting is subject to
various inherent limitations, including cost limitations, judgments used in decision making, assumptions about the likelihood of future events, the possibility of human error and
the risk of fraud. If we are unable to remediate the material weaknesses, our ability to record, process, and report financial information accurately, and to prepare financial
statements within the time periods specified by the rules and regulations of the SEC, could continue to be adversely affected which, in turn, may result in future misstatements,
revisions, and/or restatements or adversely affect our reputation and business and the trading price of our common stock. In addition, any such failures could result in litigation
or regulatory actions by the SEC or other regulatory authorities, which could further result in loss of investor confidence, a decline in the price of our common stock, delisting
of our securities, harm to our reputation and financial condition and/or diversion of financial and management resources from the operation of our business.

Our failure to prepare and timely file our periodic reports with the SEC limits our access to the public markets to raise debt or equity capital.

We did not file our Quarterly Report on Form 10-Q for the quarterly period ended September 30, 2024 or this Annual Report on Form 10-K within the timeframe
required by the SEC; thus, we have not remained current in our reporting requirements with the SEC. Although we regained status as a current filer on April 28, 2025 by filing
this Annual Report on Form 10-K and our Quarterly Report on Form 10-Q for the quarterly period ended September 30, 2024, we are not currently eligible to use a registration
statement on Form S-3 that would allow us to continuously incorporate by reference our SEC reports into the registration statement, or to use “shelf” registration statements to
conduct offerings, until approximately one year from the date we regained and maintain status as a current filer. If we wish to pursue an offering now, we would be required to
conduct the offering on an exempt basis, such as in accordance with Rule 144A, or file a registration statement on Form S-1. Using a Form S-1 registration statement for a
public offering would likely take significantly longer than using a registration statement on Form S-3 and increase our transaction costs, and could, to the extent we are not able
to conduct offerings using alternative methods, adversely impact our ability to raise capital or complete acquisitions of other companies in a timely manner.

Risks Related to Our Business and Operations

We have a history of losses. We have not been profitable historically and may not achieve or maintain profitability in the future.

We have a history of losses. We have incurred net losses of $54.0 million and $108.0 million for the years ended December 31, 2024 and 2023, respectively. As of
December 31, 2024, we had an accumulated deficit of $354.7 million. Our ability to forecast our future operating results is subject to a number of uncertainties, including our
ability to plan for and model future growth. We have encountered and will continue to encounter risks and uncertainties frequently experienced by growing companies in
rapidly evolving industries. If our assumptions regarding these risks and uncertainties, which we use to plan our business, are incorrect or change in reaction to changes in our
markets, or if we do not address these risks successfully, our operating and financial results could differ materially from expectations, our business could suffer, and the trading
price of our stock may decline.

We are not certain whether or when we will obtain a high enough volume of sales of our products to sustain or increase our growth or achieve or maintain profitability
in the future. We expect our costs to increase in future periods, which could negatively affect our future operating results if our revenue does not increase. In particular, we
expect to continue to expend substantial financial and other resources on:

• research and development related to our products, including investments in expanding our research and development team;

• sales and marketing, including a significant expansion of our sales organization, both direct and through reseller partners;
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